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This presentation will touch on recent threats to information security with specific
accounts on how these breaches occurred and how to protect your company.

Protecting a company from cyber attacks can be a complex challenge. There are
many moving parts and an ever-changing threat landscape. Is it that difficult? This
presentation will review what your company can do to get out in front of a possible
security breach by implementing best security practices across your organization.
We’ll dive into what it takes to build a solid foundation of secure practices. Also,
we’ll touch on recent real-world threats and what you can learn to protect your
company.

Main Topics:
• Information Security Overview
• Vulnerability Management
• External Perimeter Security
• Infrastructure & Endpoint Security
• Security Awareness
• Putting it all together

Target Audience: CEO, CIO, CISO, IT manager and other company leaders with
oversight of technology and security.

Why you will want to attend:
Often security takes a back seat to many other pressing issues within a company.
The purpose of this presentation is to enlighten leadership to an area in which they
may not have been informed.
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About Nick Hitchcock
Nick has over 20 years of experience in Information Technology and  Cyber Security.
Over  11  years  of  experience  performing  large-scale  security  assessments,
penetration tests, risk assessments, forensic analysis, physical security assessments
and social  engineering engagements.  Security assessments ranging in size from
small to Fortune 500 companies. Defining best practice, recommending remediation
/ mitigation measures and providing guidance / understanding to leadership with
varying degrees of technical knowledge.

Since 2009, Nick has been providing Network Penetration Testing & Vulnerability
Assessments,  Data  Forensics,  Network  Security  (Intrusion  Detection/Prevention
Systems  &  Firewalls),  Networking  Services  (Microsoft,  Apple  and  Linux/OSS),
Server setups & Administration, E- mail, Web, internal web, database, Secure VPN
Solutions, Secure Wireless Systems, Backup & Disaster Recovery Solutions – (Onsite
&  Remote),  Interactive  Voice  Response  systems,  Planning,  Development  and
Integration  of  Voice  &  Data  Networks.

About NHT Consulting:
NHT Consulting provides professional information security services to a wide variety
of industries, including manufacturing, healthcare and financial sectors.
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