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The internet has changed the way we do business.  As manufacturing become increasingly
digitized, cybersecurity must become a standard part of doing business. If sensitive information
– such as employee records, customer transactions or proprietary data – is compromised, it can
have a devastating effect. 

In this webinar, hear how you can use the 5-step NIST Cybersecurity Framework to reduce and
manage your company’s cybersecurity risk.  Learn how to identify  current  vulnerabilities in
your security, what controls you should have in place and what you need to do if you experience
a cyber attack.

Primary Topics: 
1. How to identify potential security vulnerabilities, risks and threats 
2. What controls can help protect against cyber attacks 
3. What tools and resources can help detect cyber attacks 
4. How to contain, reduce damage and recover from cyber attacks 

Presenters: Patricia Toth and Jennifer Kurtz 
Patricia Toth is a Computer Scientist at NIST Manufacturing Extension Partnership. Pat serves as
the Cybersecurity  Program Manager  and focuses on cybersecurity  awareness,  training and
education. Pat has over 30 years of experience in Cybersecurity and has worked on various NIST
Cybersecurity guidance documents. 

Jennifer Kurtz helps companies build sustainable business practices and achieve compliance
with information security standards. She has taught courses in cybersecurity at Regis University;
authored Hacking Wireless Access Points: Cracking, Tracking, and Signal Jacking (2016) and a
chapter  of  The  Data  Breach  and  Encryption  Handbook  (2011);  and  she  designed  online
cybersecurity courses for businesses and individuals.
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